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How to apply
Complete our application form on 
www.pwc.com.cy/careers by 
25 November 2019 quoting the 
Reference Number:
136/Recruit/2019

All applications will be treated in the 
strictest confidentiality

Julia House 
3 Themistocles Dervis Street, 
CY-1066 Nicosia 
T: +357-22 555 000
F: +357-22 555 029

At PwC you can make the widest use of your skills and experience in a modern, creative 
and challenging work environment with great development prospects. Our aim is to hire 
people of high calibre, who are looking for challenging careers, and will bring new insights 
and perspectives, living the high standards and values of PwC: quality and integrity.

A career in the Data Protection and Information Security team, will provide you with 
the opportunity to be part of a dynamic, high calibre team of data protection and 
information security specialists focused on ensuring the protection of the confidentiality, 
integrity and availability of the company’s and clients’ information in accordance with 
the regulatory framework and the company’s policies and standards.

The team

Main responsibilities
 • Provide support in measuring and continuously improving a comprehensive 

Information Security and Data Protection program
 • Assist in the implementation of the compliance risk assessment process, ensuring that 

all data protection compliance risks are appropriately identified, assessed, reported 
and monitored

 • Assist in the development and implementation of a risk-based data protection 
compliance monitoring program

 • Conduct reviews/audits of departments, key businesses and other processes and 
activities in order to ensure the continued adherence to and effective implementation 
of policies, procedures and regulations

 • Assist in creating and delivering training to employees on compliance related matters, 
including internal policies and procedures, the application of guidelines and standards 
and relevant regulatory requirements

 • Keep abreast with the current developments in the area of Information Security and 
the regulatory requirements of GDPR

What we are looking for
 • University degree in Computer Science, Management of Information Systems, 

Information Security or in a related field
 • Holder of a Data Protection and / or Information Security Certificate                            

(e.g. ISO/IEC 27001 Lead Implementer, CIPP/E, Security+, SSCP, CISA)                   
will be considered an advantage  

 • Excellent verbal and written communication skills
 • Energetic, positive and team player
 • Strong interpersonal skills, self motivation, professional discipline and excellent 

analytical skills
 • Excellent knowledge of Greek and English language

Benefits
 • A competitive remuneration package
 • 13th salary
 • Provident fund
 • Medical coverage
 • Life insurance
 • Flexible working hours
 • Free parking


